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Abstract

Network data on connections among corporate actors and entities — for instance
through co-ownership ties or elite social networks — is increasingly available to
researchers interested in probing many important questions related to the study of
modern capitalism. We discuss the promise and perils of using Big Corporate
Network Data (BCND) given the analytical challenges associated with the nature
of the subject matter, variable data quality, and other problems associated with
currently available data at this scale. We propose a standard process for how
researchers can deal with BCND problems. While acknowledging that different
research questions require different approaches to data quality, we offer a
schematic platform that researchers can follow to make informed and intelligent
decisions about BCND issues and address these issues through a specific work-
flow procedure. Within each step in this procedure, we provide a set of best
practices for how to identify, resolve, and minimize BCND problems that arise.
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1. The Age of Big Corporate Network Data

Corporations are tightly embedded in networks of power and control. Corporations share
board members (creating interlocking directorates), they share owners, and they share
holdings with one another. A sizeable literature has established that these networks facilitate
the spread of corporate governance routines and practices from board to board through
imitation and learning (among others Davis 1991; Haunschild 1993; Rao & Sivakumar 1999;
Tuschke et al 2014). As a communication structure the network promotes the reproduction
of existing beliefs and ideas, as well as the dissemination of new ones (Burris 2005, Mizruchi
1989; Carroll et al 2010). These networks have long formed distinct national business
communities and have been part of the organization of national economies. Increasingly,
however, these networks now transcend the national level and form a new complex global
system of corporate ownership and control (Vitali et al 2011; Starrs 2013; Heemskerk &
Takes 2016; Heemskerk et al 2010).

This fundamental reorganization of contemporary networks of corporate control has
coincided with remarkable innovations in research practices. Over the last two decades the
fields of computer science, physics, and complexity studies have become increasingly
interested in complex network analysis, leading to a great number of breakthroughs in
biology, sociology, finance and economics (Schweitzer et al, 2009; Borgatti et al, 2009;
Barabasi & Albert, 1999; Battiston, 2016). At the same time new datasets are now available
that allow us to start investigating standardized information on millions of firms and
connections between them. Just a few years ago, scholars were manually collecting lists of
“Top 100” or “Top 500’ global firms through lists such as the Fortune 500 in order to
evaluate the status of transnational elite ties (Carroll & Sapinsky 2002, 2010; Davis, Yoo &
Baker 2003; Cronin 2012, Murray 2014). Studies of elite network community structure in
particular regions, such as Europe, involved a few dozen (Van der Pijl, Holman & Raviv
2011), or a few hundred (Heemskerk, Daolio & Tomassini 2013; Carroll, Fennema &
Heemskerk 2009) large firms. Today scholars have begun to scale their analysis to global



levels composing, for example, the largest 1 million firms in the world (Heemskerk & Takes
20106) or the .6 million most significant transnational corporations in a structure of global
corporate control reduced from 30 million available firms (Vitali et al 2011). We call this

scaling the emergence of Big Corporate Network Data (BCND).

This means that today we are able to combine advanced analytical and computational tools
for analyzing big data on the one hand with theoties on the architecture of the global
economic order as a whole, on the other. Such studies are likely to proliferate in the years to
come, raising new possibilities for research and new questions about the structure of
contemporary capitalism (see Compston 2013). Complete, or quasi-complete, population
studies are particularly promising for network analysts because datasets based on sampling
limit the range of techniques and measures that one can soundly apply when conducting
network analysis in particular (Marsden (1990); also see the debate on sampling issues in
interlock studies by Carroll and Fennema (2004) and Kentor and Jang (2004; 20006)). More
fundamentally, large-scale network data holds the promise to finally overcome the nagging
boundary problem of network analysis. As Allen (1974: 396) stated in his pioneering work:
“The most satisfactory sampling design for structural analysis is a saturation sample of the
entire universe or population; however, this alternative is clearly not feasible for large social
structures.” Forty years later, we can confidently say that we have reached the phase where

we can use big data to study the entire universe of interest.

Big Data, Big Problems?

While Big Data brings great promise, it can bring along Big Problems. Discussions
associated with Big Data sometimes suggest that the sheer volume of data should reduce
data quality worries (Mayer-Schénberger and Cukier 2013). Along this train of thought,
missing observations and marginal inaccuracies are assumed to be washed away as error.
While this is hardly correct for any kind of data since data is rarely missing completely at
random, it is a particularly dangerous assumption to make in the context of network-
relational data. That is because such missing data can significantly transform network

topologies and thus observed network analysis results (Borgatti 2006, Mestres 2008). Some



network analytic measures and techniques are robust enough to reliably handle a few missing
nodes or edges, but others, and often the more interesting ones, are highly fragile when

faced with data incompleteness and sampling bias (Costenbader and Valente 2003).

At the same time there is a misunderstanding that the central challenge associated with Big
Data, and potentially with Big Corporate Network Data, is only that of devising new
computing architectures and algorithms (Jagadish 2015). It fuels the widespread perception
that Big Data simply means scaling up of computational capacities and the development of
new algorithms (see Agrawal et. al. 2014). We see the challenge of Big Corporate Network
Data as presenting a set of analytical problems, and not simply technical ones. This is not to
say that the volume does not change the researcher’s relationship with the data. It does, and
in significant ways. Utilizing Big Corporate Network Data sources from off-the-shelf
information providers such as Orbis, Boardex or Thompson One essentially outsources the data
collection. Whereas the manual hand-coding of the past was laborious, it provided the
researcher with good grounding knowledge of the data. This intimate understanding of the

data is now gone. This leads to a regular confrontation with BCND issues.

Our aim in this article is therefore not to present one specific technical fix, but rather to
make a meta-methodological intervention. 1t represents the accretion of efforts from an
international consortium of scholars from 12 different universities in 6 different countries.
We came together after many bilateral conversations about how to address data quality in the
context of the study of corporate elites. When searching for novel practice standards with
our colleagues (for example, what to do with missing data in the context of corporate elite
connections, or how to report entity resolution issues), we found we could not find any such
standards of best practices. Based on our shared experience in dealing with BCND, we
propose a standard process for what we consider to be the most appropriate way researchers
should deal with BCND problems, acknowledging that different research questions require
different approaches to data quality. Such standards are urgently needed so that scholars can
more effectively measure what they seek to measure, so that they can compare alternative
data sources, and ultimately so that scholars can better accumulate valuable knowledge about

what corporate networks look like and how they may be changing. For these reasons it is



imperative to begin a conversation about research process standards #ow in order to advance

the quality of the research community in the future.

In what follows below, we begin by sketching the problems that come with Big Corporate
Network. We put forward a framework whereby we first separate the most fundamental
issues with BCND in order to subsequently suggest a structured way to diagnose and fix
these issues, using well-known characterizations. This takes the form of a schematic platform
for making informed and intelligent decisions about BCND issues. These occur on multiple
levels and involve different iterative steps, and thus we lay out a set of work-flow procedures
that researchers can follow to address these issues, through a decision tree. Within each level
of the decision tree, we provide a set of best practices for how to identify, resolve, or
minimize BCND problems that arise. This means that while we do suggest methods to
reduce uncertainty and noise from the data, our main goal is to be able to assess the extent
to which data quality issues exist and what it means for the meaning that we derive from the
analysis of concern. We introduce both new tools and techniques to diagnose the severity of

BCND problems as well as specific techniques and fixes to deal with these problems.

This article is intended not only for researchers working on existing projects that confront
BCND problems but also to encourage future scholars to engage with these data quality
issues head on and through a systematic process rather than minimizing them. While the
specifics of our recommendations can and will be adapted to different circumstances in
future research, we also hope that reviewers of research use some of the insights we offer

here to help improve the peer review process and in the interest of better science.

We do not take a position in the debate on the merits of a data driven vs. theory driven
research, as we believe that the problems we discuss here are relevant for researchers in both
domains. Our intervention is also not intended to be one specific to the study of corporate

interlocks, although we do use it as an important running example.

We believe our suggestions extend wider than this kind of analysis, incorporating networks
among corporations in general. While many existing studies have examined board interlocks

among firms, recent analyses have extended to financial flows across firms (Battiston et al



2016; Squartini et al 2013), ties of ownership (Vitali, Glattfelder & Battiston 2011; Fichtner
et al 2016; Haberly & Wojcik 2015), and other connections among elite interlocutors of
firms that do not constitute board interlocks (Kim et al 2015). More generally we we
acknowledge that the issues we encounter are paramount in other fields of inquiry related to
network analysis as well. The suggested diagnostics and fixes may be applicable to these

domains.

2. Big Corporate Network Data: Characteristics and Issues

The characteristics of Big Data are traditionally seen through the prism of ‘three Vs’ olumee,
Velocity and Variety (Laney 2001). More recently additional V's have been suggested,
including Veracity (Ward 2013), and Variability (Fan 2012). These V’s provide us with a
categorical context we can use to dissect the issues and problems we run into when working
with BCND. In this section we therefore explore BCND through the lenses of these V’s in

order to determine the particular issues we need to address.

While 1Vo/ume — indicating the sheer amount of data now available to researchers — is the
most well-known characteristic of Big Data, we argue here that the volume 7 #self is not
problematic in the case of BCND. A typical concern with the ["o/ume of Big Data deals with
the information processing challenges associated with data analytics (e.g. Fisher et. al. 2012).
We do not focus on these technical issues because we see it as a misperception that the
integration between Big Data and social science is about technical capacities. Certainly within
the context of BCND the volume is larger than before, but manageable with current tools
and techniques. However, the sheer 1o/ume of the data does alter the relationship the
researcher to the data, which in turn leads to a number of (analytical) issues that are related

to the other V’s.

First, BCND feature a [Variety of information. Information is stored using different types of
structured data and generally lacks universally employed unique identifiers. While the
richness of these data is an asset, different data sources — or even the same data soutrce at

different points in time — may not use the same rules for collecting and coding data. One of



the key challenges confronting the study of large corporate networks is therefore entity
resolution — the process of determining whether similarly named firms or similarly named
individuals are the same or different actors. In addition, ariety means that data
comparability and completeness may not be consistent across sets of data or different time
points. Thus, it is increasingly important to know the mechanisms by which the data are
collected, cleaned, and stored in addition to the data-generating process. Yet private
information providers are not always keen in sharing this information. Another key challenge

of BCND is therefore to assess the completeness of the data.

Second, BCND is characterized by elocity. Traditionally, velocity refers to the fact that the
flow of data is apart from massive, also continuous, constantly flowing in from different
sources. BCND source databases are updated almost continuously, so the data is changing
quickly as new information is added over time. This leads to new research opportunities, for
instance utilizing longitudinal information. But it also means that some parts of the database
may be updated while others are not. In the case of BCND we typically see that the more
developed and the richer countries are, the better their corporate registries and hence the
higher the elocity of the data. This higher [e/ocity in some countries compared to others can
lead to incorrect comparisons. In other words, the [elocity of BCND leads to the issue of

accuracy.

Third, Veracity refers to the fact that the quality of data is often unclear. For instance, is the
information on board composition correct and up-to-date? This is related to the issue of
data provenance, which refers to the description of the origin, creation, and propagation
process of data collecting (Glavic 2014) and the general logic of its extension and priorities.
Data are collected through a variety of means and typically the precise collection protocols
are not transparent and cannot be thoroughly audited. Veracity of BCND thus also leads to

concerns about accuracy and completeness.

Finally, Variability refers to the fact that the way in which the user wants to interpret the data
may change over time or according to research question. For example, in inter-firm
networks we may sometimes be interested in studying firms with different corporate entities

as one entity, whereas if we are primarily interested in the corporate structure we should



keep all the firm's legal entities distinct. Variability in the use of data requires us to
understand how the data are constructed. But because of the VVariability of BCND, it is
crucial that the researcher is clear about its uzit of analysis. What is it that you actually want to
study? While this is obviously true for all studies, we argue that with big data in general and
BCND in particular there is an increased risk of errors because data collection is not tailored
to the research question. In practice, we often see that researchers devise research questions
that try to utilize the full potential of new data sources. This is not problematic in itself, but
it means that researchers may be tempted to use particular units or fields that are available in
the data structure as objects as research. This can hold for both the nodes and the edges in
the considered corporate network. It is therefore imperative to carefully consider if the

BCND that is available does indeed correspond with the proper wnit of analysis.

Some researchers consider Validity as yet another V of big data, referring to the question of
whether the type of data that is considered, is suitable for measuring the considered
phenomenon. For example, in the board interlock network, edges are often assumed to
facilitate potential information exchange. Although we may be confident that the board
interlock network correctly models the actual board composition, we do not necessarily
know about the precise information exchange between the boards on a case-by-case basis.
Also, different countries have different governance structures, rules and regulations. A non-
executive director in China is not the same as a non-executive in the UK. A big data
approach easily allows for study of, for instance, board interlocks across the globe, but
decontextualizing boards and firms may lead to invalid conclusions. One way of seeing this
is that validity refers to the veracity not of the data itself, but rather of the researcher’s
interpretation of the data (such as an edge) as a proxy measure for something else
(information exchange). Therefore, it is essential that the researcher has a firm understanding
of the theoretically informed unit of analysis. Given that potential problems, diagnostics and
fixes for validity are similar to those of Veracity and Variability, we do not consider it

separately in this article.

[INSERT TABLE 1 HERE]



Exploring the characteristics of Big Corporate Network Data brings us to four basic
problems (see Table 1). These problems are not only relevant for Big Corporate Network
Data. However, we argue that all studies that use BCND should carefully consider each of
these questions: Are you clear about the appropriate unit of analysis? Is there entity
ambiguity in your data? How complete are the data? How accurate are the data? These four
questions may appear simplistic. However, reviewing the literature we find that typically
studies do not report (sufficiently) on these issues. In part, this may be due to the above
mentioned zdée fixe that when one uses big data we need not worry much about data quality
because the sheer volume of the data will counter the effect of missing or incorrect data
values. And in part this lack of transparency on these basic questions may be related to the
current deficiency of tools and techniques to assess the completeness and accuracy of the
huge datasets we now use. To remedy this we propose a number of diagnostic routines and
techniques for fixing data problems. These fixes are divided in two broad categories:
Semantic techniques try to correct the diagnosed problems by using additional attribute
information of the data, while pological techniques utilize network properties to assess and

increase data quality.

Figure 1 provides a schematic overview of these four issues in the form of a decision tree.
Proceeding through the decision tree, an honest answer can often be ‘Not sure’. Therefore
we also suggest a number of diagnostics to help the research community answer these
questions. We hope that this decision tree and the suggested tools and techniques help
researchers using corporate network analysis to more systematically answer important
questions. Authors can increase transparency by providing an answer to these questions in
their methods sections. The following section continues with a step-by-step discussion of
each of these questions, diagnostics, and fixes as illustrated by the decision tree. These steps
are sequential for a reason. The question about the unit of analysis determines what kind of
data is going to be studied and selected from a source database, and represents an important
conceptual step as one related to diagnosis of data quality. Entity ambiguity needs to be
addressed before completeness, because incorrect entity resolution may lead to misleading
statistics when completeness is assessed. Completeness should be addressed before accuracy,
because based on the fact that certain segments of the data may be incomplete, we may wish

to reduce the sample size to a complete segment or aspect of the data



[INSERT FIGURE 1 HERE]

3. Diagnostics and Fixes for Big Corporate Network Data

3.1 Step 1: Identifying Units of Analysis

3.1.1. Problems with Units of Analysis

When we pursue analysis of large-scale networks we can be tempted to simply consider the
data within the dataset comprising the network of interest. But as students of corporate
networks we must use a meaningful unit of analysis. This also means that we must have a
clear definition of what constitutes a firm (node) in a given corporate network of interest
and what constitutes an edge. With BCND this is not always a trivial task since corporations are
composed of many interrelated legal entities. As Butts (2009: 416) remarked, “to represent an
empirical phenomenon as a network is a theoretical act. It commits one to assumptions
about what is interacting, the nature of that interaction, and the time scale on which that
interaction takes place. Such assumptions are not ‘free’, and indeed they can be wrong.
Whether studying protein interactions, sexual networks, or computer systems, the

appropriate choice of representation is key to getting the correct result.”

When approaching research questions related to corporate network data, one confronts a
simple but important ontological question: what is a firm? While this question might be
considered trivial for many kinds of analyses, for the study of corporate networks in
particular it is a fundamental question about the definition of nodes and edges. Legal
definitions matter because much data on corporate networks come from public registers. But
as scholars we may not want to rely on lawyers’ definitions of firms. Shell companies, for
instance, disturb our common sense about what a firm is. Shell companies are legal entities
without any underlying corporate activities and they are often set up to lower taxes (or, in
more malign cases, to avoid corporate responsibility, liability, or to launder money). As such
a board interlock between two shell companies is not theoretically equivalent to an interlock
between firms engaged in actual corporate activities (see Heemskerk & Takes 2010).

Furthermore, shell companies often have boards consisting mainly of lawyers and can have



formal board memberships in the hundreds or even thousands. These nodes fundamentally
change the network topology in the corporate network of concern and leads to a careful
reflection on whether we should consider shell companies as actors in our corporate
network. This train of thought essentially feeds back to the initial basic question - what are
the nodes and edges in our network and are they commensurable? - and is associated with

the boundary specification problem in network research (Laumann et al. 1989; Carpenter et

al. 2012).

Whenever we broaden our definition of edges or nodes, our network substantively changes
its meaning and function. This is a central issue within network analysis (see Butts 2009). So
even when the researcher has a clear understanding of what the nodes are, another boundary
issue presents itself: what set of nodes and edges are part of the same network? This
problem typically emerges when dealing with complete populations of firms in a given
geographic context. Here it is advisable to question if any given population can meaningfully
be thought of as ome network. 1f we are interested in studying the Indian or the Dutch
corporate network we sometimes want to qualify what this network consists of. Many
studies for instance exclude wholly owned subsidiaries of foreign firms, such that IBM
Netherlands is not considered part of the Dutch network (e.g. Stokman et al 1985). With
small samples, the researcher can hand pick her sample. But this becomes a problem in
large-scale databases if we can observe huge variations in the kinds of firms we have data

about.

3.1.2 Unat of Analysis Diagnostics

There is no single diagnostic for examining if the network data well-represent the unit of
analysis. We suggest an exploratory approach that takes into account several measures and
reflects wisely on the research question of concern. The bottom line is to look for
unexpected anomalies in the data. If we are interested in interpersonal networks based on
affiliations, producing an appropriate plot of the distribution of affiliations among the
population of individuals in the dataset is already likely to reveal anomalies in the data.
Distributions of affiliations are highly likely to be long-tailed and any obvious spikes at the
high end of the distribution could be an indication that an identifiable group of outliers is

present in the data. Whether we then want to include this group of individuals or not is an



analytical question that should be clarified as we define (or re-define) our unit of analysis. In
a similar vein we can look for deviances from structural characteristics in the data that a
particular type of corporate network is known to generally display. If a core-periphery
structure is usually found in a particular type of corporate network but is not so in a set of
observed data, this could be caused by a systematic group of outliers that behave strangely
(rather than that the actual network of interest does not have a core). If time-stamped data
are available, it is possible to look for temporal anomalies. Using the raw data to plot how
network-level measures of interest (e.g. centralization, cluster coefficients, core-ness etc.)
vary over time can be useful here. If measures are volatile in ways that cannot be temporally
explained (e.g. seasonality), we may want to check if alien groups enter the network of

interest and disturb otherwise stable structural features.

3.1.3 Fixes for Unit of Analysis Problems

Two main ways of fixing the data problems raised above can be identified. A semantic
approach is possible if we are able to locate a certain type of actor or edge as the root cause
of our data anomaly — either from empirical knowledge about the network or from analysis
of variance in node or edge attribute data. In that case we can make sense of our problem
and make informed decisions about whether to exclude the source of the problem through
targeted sampling. This approach is closer to what we might term ordinary data cleaning
regardless if this work is aided by search and matching algorithms or done manually. A
topological approach by contrast excludes certain nodes from the network of interest based
on certain structural characteristics that such nodes display (such as degree) , and thus moves
towards to more analytical-methodological end of the ‘data cleaning and quality assurance’-
spectrum. We illustrate how a combination of the two approaches can be useful in

identifying, and dealing with, data anomalies.

Henriksen et al. (2016) study corporate networks of board members for the complete
population of Danish firms 1990-2015. Their data set comprises 422,020 individuals,
208,417 boards and 1,677,688 board memberships with start and end dates of these
memberships recorded. Building on Useem’s (1984) work on corporate elites, the authors set
out to apply dynamic K-core decomposition to understand the temporal evolution of the

corporate ‘inner circle’ in Denmark. K-core decomposition works by recursively pruning



nodes with lower degrees and thus successively identifying subgraphs of increasing degree
centrality (Batagelj and Zaversnik 2003). As the threshold for entering the successive
subgraphs increases, the subgraph identified becomes ever more cohesive. Based on their
detailed spell data they were able to create monthly time slices of the entire network and
apply the same K-core decomposition procedure to all those time slices, in turn figuring out
if the size and composition of the core was stable over time. Using this well-established
method, it turned out that the composition of the core was highly unstable and its size varied

tremendously.

What caused this instability was not however a fracturing of an ‘inner circle’ as found
elsewhere (Chu and Davis 2016) but data anomalies such as those described above, where
extreme degree values appear due to the presence of shell corporations. The method breaks
down because shell companies form their own internal communities which are not densely
connected with the true global center of the network. The degree of nodes within these
communities is based on highly redundant ties within heavily overlapping boards. K-core
decomposition is not well-suited to deal with such situations, and as noted above researchers
are likely to come across entity ambiguity issues such as shell companies when they reach

into Big Data territory through their investigations.
g y g g

This situation can be corrected with the introduction of path-based centrality measures into
the decomposition method. Introducing an additional threshold based on betweenness
scores into the pruning process allows for such locally central K-cores to be ignored. Insofar
as the interesting unit of analysis is a global core in a network, this method deals well with
data quality issues such as the presence of shell corporations. Before introducing the
betweenness decomposition method no stably convergent core could be identified, because
coreness thresholds were overly affected by the highly central board members of shell
corporations. After the introduction of betweenness into the pruning process a stable core

emerges as can be seen in Figure 2.

Identifying the problem, why it was a problem and how to fix it required an exploratory use
of both the semantic and the topological approach, where defining the unit of analysis and

the population of a network is part of the process of analytical discovery, relying in part on



familiarity with network analytic tools to understand topological characteristics and in part
on more simple methods of finding data anomalies such as sampling and checking

semantics.

[INSERT FIGURE 2 HERE]

3.2 Examining Entity Ambiguity

3.2.1 What is the Problem of Entity Ambiguity?

Low quality and integrity of corporate network data poses a fundamental threat to the
validity of inferences drawn with Big Data. A simple example illustrates this point. Consider
the following example, which utilizes data from Boardex. To investigate connections between
public authorities and large global firms, researchers took the first-and-second degree
connections from just three significant financial regulatory authorities in the North Atlantic:
the Bank of England, the US Federal Reserve Board, and the US Securities and Exchange
Commission. These public entities are highlighted in green within the network in Figure 3a.
Also highlighted, however, is ‘Goldman Sachs’. Yet as one can see, there are actually not one
Goldman Sachs but rather 5. The centrality of Goldman Sachs in this network is unknown;
if one wanted to know the connections between Goldman Sachs and these selected public
entities not only would there be clear biases in the data but there would be 5 different
measures generated for each. This kind of problem with entity resolution will bias measures
of network structure, and the problem will only grow more severe with the expansion in size
of the network. In the context of traditional datasets of a few dozen or hundred firms in a
network this may not be a significant problem, as duplicate entities can be resolved
efficiently and comprehensively through manual checking or sorting. In a Big Data context it
is not feasible to do this comprehensively. Figure 3b shows an example of a ‘resolved’
network (see Marple et al 2017), in which not only Goldman Sachs but many othe